ՏԵԽՆԻԿԱԿԱՆ ԲՆՈՒԹԱԳԻՐ - ԳՆՄԱՆ ԺԱՄԱՆԱԿԱՑՈՒՅՑ\*

|  |  |  |
| --- | --- | --- |
|  | | Ծառայություն |
| հրավե-րով նախա-տեսված չափա-բաժնի համարը | գնումների պլանով նախատեսված միջանցիկ ծածկա-գիրը` ըստ ԳՄԱ դասակարգման (CPV) | տեխնիկական բնութագիրը |
|
| 1 | 64211340-8 | ESET NOD32 Smart Security Business Edition ՄՏ Ծրագրային ապահովման օժանդակ ծառայություններ՝ այդ թվում ESET NOD32 Smart Security Business Edition **համակարգչային հակավիրուսային ծրագրի արտոնագրի երկարացում 2 տարի** ժամկետով, 60 համակարգչի համար: Հակավիրուս և հակալրտես Փաստաթղթի պաշտպանություն, Էլ. փոստի պաշտպանություն, Antispam պաշտպանություն, Web access պաշտպանություն, Anti-Stealth տեխնոլոգիա Ծրագրային փոփոխման հայտնաբերում Ներխուժման հայտնաբերում CodeRed, SqlSLammer, Sasser, Conficker որդ-ծրագրերի հայտնաբերում RPC/DCOM հարձակման հայտնաբերում ARP and DNS Poisining հարձակման հայտնաբերում TCP and UDP Ports Scanning հարձակման հայտնաբերում SMB Relay հարձակման հայտնաբերում, արգելափակել հայտնաբերված վտանգավոր հասցեները Փաթեթային զննում Ստուգել TCP միացման կարգավիճակ TCP protocol ծանրաբեռնվածության հայտնաբերում Մուտքային և ելքային TCP և UDP փաթեթների ստուգում (checksum վավերացում) ICMP protocol հաղորդագրության ստուգում Convert data in ICMP protocol detection Խափանումների հայտնաբերում Բոլոր արգելափակված միացումների լոգեր(logs) Որդ-ծրագրերի հարձակման լոգեր(logs) Կենտրոնացված սերվեր Հակավիրուսային ծրագրի հեռացված ներբեռնում համակարգչին Հակավիրուսային ծրագրի կատարված աշխատանքի մոնիթորինգ և հեռավառ կառավարում կենտրոնացված սերվերից կատարվող թարմացումների՝ Threat logs, Firewall logs, Event logs, Scan logs, Configuring tasks |

|  |  |  |
| --- | --- | --- |
|  | | Услуга |
| номер предусмотренного приглашением лота | промежуточный код, предусмотренный планом закупок по классификации ЕЗК (CPV) | техническая характеристика |
|
| 1 | 64211340-8 | ESET NOD32 Smart Security Business Edition  ИТ услуги по программному обеспечению, включая продление лицензии антивирусной программы ESET NOD32 Smart Security Business Edition сроком на 2 года для 60 компьютеров.  Антивирусная и антишпионская защита.  Защита документов, защита электронной почты, защита от спама (Antispam), защита веб-доступа, технология Anti-Stealth. Обнаружение изменений программного обеспечения. Обнаружение вторжений, сетевых червей CodeRed, SqlSlammer, Sasser, Conficker. Обнаружение атак RPC/DCOM, атак ARP и DNS Poisoning, сканирования портов TCP и UDP, атак SMB Relay. Блокировка обнаруженных опасных адресов. Пакетное сканирование. Проверка состояния TCP-соединений. Обнаружение перегрузки TCP протокола. Проверка входящих и исходящих TCP и UDP пакетов (валидация контрольной суммы).  Проверка сообщений протокола ICMP. Обнаружение данных в протоколе ICMP. Обнаружение сбоев. Ведение журналов (logs) всех заблокированных соединений. Журналы атак червей. Удалённая установка антивирусного ПО на компьютер. Мониторинг и удалённое управление работой антивируса. Централизованные обновления: Threat logs, Firewall logs, Event logs, Scan logs, Configuring tasks. |